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ABSTRACT
The term “American surveillance state” is something that has come into use by fierce critics of U.S. government counterterrorism efforts, efforts that necessarily contain surveillance as a critical element. A body of opinion has emerged arguing that thanks to the ubiquitous eyes of the National Security Agency, the Central Intelligence Agency, the Federal Bureau of Investigation, the Department of Homeland Security, and thanks also to the widespread distribution of myriad new forms of surveillance technology, privacy in America is being destroyed and George Orwell’s dark vision of Big Brother is on its way to realization. This Article rejects this characterization, and asserts that current counterterrorism efforts are an effective and appropriate response to ongoing threats. While history teaches us the government may at times overstep its bounds, even in today’s current national security climate the U.S. government’s approach is less intrusive than it has been in the past and is critical for protecting the safety of the American people.

ARTICLE
The term “American surveillance state” is something that has come into use by fierce critics of U.S. government counterterrorism efforts, efforts that necessarily contain surveillance as a critical element. A body of opinion has emerged arguing that thanks to the ubiquitous eyes of the National Security Agency, the Central Intelligence Agency, the Federal Bureau of Investigation, the Department of Homeland Security, and thanks also to the widespread distribution of myriad new forms of surveillance technology, privacy in America is being destroyed and George Orwell’s dark vision of Big Brother is on its way to realization.
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A new genre of books appeared after 9/11 proffering variations on this argument. For example, 2003’s *The Soft Cage*, by Christian Parenti, argues that government and private surveillance today is a continuation of the system in place during slavery, only much more advanced. The 9/11 hijackings, argues Parenti, have themselves been “hijacked by the worst elements of the political class,” who are using surveillance “to steer fear and anger toward the destruction of traditional American liberties.” In the wake of the Snowden revelations, others have developed similar arguments, only with greater passion and sometimes more exaggerated claims. Thus we have volumes like *Dragnet Nation: A Quest for Privacy, Security, and Freedom in a World of Relentless Surveillance* by Julia Angwin; *The Watchers: The Rise of America’s Surveillance State* by Shane Harris; and *Surveillance Nation*, a collection of essays on the subject drawn from *The Nation* magazine, collated by Richard Kreitner. Glenn Greenwald, a journalist and Snowden collaborator, has probably been the most prolific purveyor of this strand of thought, authoring numerous articles and books, including most recently, *No Place to Hide: Edward Snowden, the NSA, and the U.S. Surveillance State*.

With these works in circulation, this line of thought has become widely accepted in some portions of American elite thinking. Among many liberals and on the left it is taken as a given that, as the *New York Times* editorial page contends, we are suffering from the abuses of a “runaway intelligence state, relinquishing bits of privacy in exchange for the promise of other rewards.”
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community.” The “mass warehousing of everyone’s data,” undertaken by what the Times calls the “surveillance state,” is a danger to our civil liberties and the Constitution itself.

Such views are not confined to the left. On the right, Senator Rand Paul, who is running for President, has denounced government surveillance programs that he said have put our right to privacy under assault. “I believe what you do on your cellphone is none of [the government’s] damn business,” he told an audience at Berkeley to enthusiastic applause. Senator Ted Cruz, also running for President, has joined in this chorus, explaining that the U.S. government is “implementing what appears to be an unprecedented and intrusive surveillance system on private American citizens.”

Advocates of this line of thought advance four core arguments. First, surveillance in the United States is dramatically expanding. Second, the level of surveillance is disproportionate to the threat faced. Third, the
surveillance operates without sufficient controls and outside the bounds of law. And fourth, the surveillance is ineffective. In sum, opponents of the government’s surveillance efforts argue the efforts are ubiquitous, lawless, reckless, and unnecessary.

What is one to make of these arguments? Without question, distrust and suspicion of government snooping is a healthy impulse in democracy and very much in line with America’s best traditions. The U.S. has seen abuses of surveillance in the past: from J. Edgar Hoover’s depredations at the FBI; to Richard Nixon’s antics during Watergate; to the abuses uncovered by the Church and Pike Committees in the 1970s. But in the case of current counterterrorism methods, the suspicion of government surveillance is wrongheaded and potentially—if acted upon—dangerous.

The primary source of that danger, of course, is the bleak security means, without trampling on democratic freedoms and basic rights.


situation the United States currently faces. A decade and a half after the attacks of September 11, 2001, the U.S. is still at war in a number of locations, including Afghanistan and Iraq. Conflagrations in which the U.S. has significant interests are raging in the Middle East and Africa: in Yemen, Syria, Libya, Somalia, and Nigeria; as well as in Europe, on the Russian frontier with Ukraine. International terrorism continues to be a significant threat. Indeed, the U.S. is seeing carnage around the world on a terrifying scale, with massacres in far-flung locations arcing from Kenya to Pakistan. Terrorist outrages have also occurred in the heart of Europe: in Norway and in Paris. In the U.S., the FBI has rolled up a long string of lone-wolf aspiring terrorists. Some they have not stopped in time. In 2009, Nidal Malik Hasan opened fire on troops at Fort Hood, Texas, killing 13 and maiming 32 others. Two more terrorists whom the FBI did not succeed in apprehending in time, Tamerlan and Dzhokar Tsarnaev, were able to

explode a bomb at the Boston Marathon in 2013, killing four and injuring scores more.32

Far from being decimated, as President Obama asserted in 2012, al Qaeda remains an active force.33 Not only does al Qaeda continue to enjoy a number of different sanctuaries where it can plot,34 the world faces the fanatics of the Islamic State, who are spreading death and destruction indiscriminately in the areas of Syria and Iraq where they rule, while also making inroads in, among other locations, Libya, Yemen, Afghanistan, the Sinai peninsula, and the Gaza strip.35 Given the record of these groups and their affiliates, there can be little doubt that if they were to obtain weapons of mass destruction, they would not hesitate to use them to strike America if the opportunity arose.

During the 1990s, as terrorist attacks took place all over the world—including against American targets abroad—a kind of complacency developed that such outrages could not happen here.36 Of course, one did happen here and nearly 3,000 people died.37 The surveillance programs that we have in place are designed to prevent a recurrence of what we experienced on 9/11.

It is axiomatic that peacetime is different from wartime, and equally axiomatic that the balance between security and liberty shifts when the

country is under threat. Sometimes it shifts very far. During the Civil War, President Lincoln embraced a view of executive power that allowed him, under the rubric of “public necessity,” to negate rights we take to be fundamental, including jury trial, free speech, and private property. He usurped Congress’s power to raise an army and borrow money on the credit of the U.S. government. He suspended the writ of habeas corpus. In the case of *Ex parte Merryman*, he brazenly defied an order from the Chief Justice of the Supreme Court to release a prisoner. Yet, he is remembered as one of America’s greatest presidents.

During World War I, the government infringed on free speech and free assembly in ways that are shocking now. The Sedition Act of 1918 (technically not an act but amendments to the Espionage Act of 1917) made it a crime when the United States is at war to, among other things, “willfully utter, print, write, or publish any disloyal, profane, scurrilous, or abusive language about the form of government of the United States.” For violating speech provisions of the act, the trade union leader Eugene Debs was sentenced to ten years in prison and disenfranchised for life. When he appealed to the Supreme Court, it upheld his conviction. His case was but one of many that sent Americans to jail for what the government regards today as mere political advocacy.

During World War II, President Roosevelt signed the notorious Executive Order 9066 authorizing the internment of Japanese-Americans. He explained that it was required for “the successful prosecution of the war,” which demands “every possible protection against espionage and against sabotage to national-defense material, national-defense premises, and
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national-defense utilities.” President Roosevelt also engaged in domestic wiretapping for foreign intelligence purposes—in direct violation of statutory bans on the practice, which the Supreme Court has upheld. Roosevelt wrote in a secret memo to Attorney General Robert Jackson that he “agreed with the broad purpose of the Supreme Court decision relating to wiretapping in investigations” but he was ‘convinced that the Supreme Court never intended any dictum in the particular case which it decided to apply to grave matters involving the defense of the nation.” Yet there was no legal foundation for the exception Roosevelt invoked here. He violated the statute. Roosevelt, too, is remembered as one of the great presidents.

During the early Cold War, America experienced the excesses of McCarthyism, wherein thousands of people were accused of being Communists or Communist sympathizers, and some were hauled before the House Committee on Un-American Activities and accused of disloyalty and subversion. Although Communist infiltration of the U.S. government was a genuine concern, as the cases of Alger Hiss and the Rosenbergs illustrate, innocent people were also dragged into the net and suffered the destruction of their careers and, in some cases, imprisonment. During the Vietnam era, there were extensive abuses by the CIA and FBI that included the unauthorized opening of mail, warrantless interception of telegrams, harassment of civil rights activists, and other offenses that were brought to daylight by the Church and Pike Committees in the 1970s.

This history is presented not to justify any of the egregious things that have occurred in the past, but to provide a kind of benchmark. What is significant about the current state of affairs is that, in the aftermath of the deadliest and most destructive attack ever on America, the government has not engaged a periodic wartime descent into extra-constitutional behavior.

47. Id.
49. Id. at 1050 (quoting Memorandum from President Franklin Delano Roosevelt to Robert H. Jackson, Att’y Gen. (May 21, 1940)).
50. Id. at 1050–52.
51. See id.
53. See id.
54. See Haines, supra note 22; NCC Staff, supra note 22.
If the Constitution has been infringed in the post-9/11 era, it has been on the margin where reasonable people can disagree, and where one can find good lawyers and good federal judges on both sides of the dispute. America has learned a great deal from the dark spots of the past. If anything, what is salient is how restrained, and careful to adhere to constitutional norms, the U.S. government has been in the face of genuine danger.

The critics of surveillance today charge lawlessness, but even if one were to accept their view, today’s alleged transgressions cannot be compared to any of the darker episodes of the past. To begin with, in responding to 9/11, Congress was at pains to avoid measures that would infringe on Americans’ basic rights. The act establishing the Department of Homeland Security came complete with a statutorily mandated privacy officer and a civil liberties officer, both responsible for insuring that privacy and civil liberties are lawfully protected. The intelligence community statutorily established a privacy officer with similar responsibilities. U.S. surveillance programs have been authorized by Congress; subjected to Congressional oversight; repeatedly reauthorized by Congress; and subjected to approval and oversight by independent Article III judges.

To be sure, the Patriot Act has been subjected to numerous administrative and legal challenges. And it is true that the Bush administration’s Terrorist Surveillance Program, at least in its initial
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configuration, appears to have been in violation of the Foreign Intelligence Surveillance Act. In March 2004, this led to dramatic hospital bedside confrontation between acting Attorney General James Comey and White House Counsel Alberto Gonzales in the intensive care ward where Attorney General John Ashcroft was recovering from serious illness. They threatened to resign en masse unless the violation was cured. They prevailed. What is significant here is that the system righted itself and the program was brought under the rule of law.

It is also true, of course, that in May 2015, the United States Court of Appeals for the Second Circuit ruled in ACLU v. Clapper that the National Security Agency’s bulk collection of telephony metadata, one of the surveillance programs exposed by renegade NSA contractor Edward Snowden, went beyond what Congress intended when it enacted Section 215 of the Patriot Act. But the court was careful to skirt any arguments that the program itself was unconstitutional. It is also important to note that, in contradistinction to, say, the imprisonment of Debs and others under the Sedition Act of 1918 or the internment of Japanese Americans, Section 215 did not generate a class of victims, and it did not establish the dragnet nationwide surveillance of Americans the critics described. The NSA established “minimization” procedures to ensure that a human being only ever examined a minuscule fraction of what the government collected for counterterrorism purposes, and only in those cases where there existed reasonable and articulable suspicion that the telephone numbers in question were connected to terrorist plotters. Out of the millions upon millions of calls made in a recent year, the NSA only looked at some 300 telephone subscribers, and only because evidence suggested that a terrorist plot was afoot. This is hardly a number that justifies calling America a “surveillance
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state.”

It is not without significance that the world’s leading critic of the “American surveillance state,” Edward Snowden, has chosen to accept political asylum in Russia and appears to be settling in for a prolonged stay.71 Russia may no longer be the totalitarian communist state it once was, but over the past decade, under the tutelage of Vladimir Putin—a former KGB officer—it has been sliding ever deeper back into authoritarianism.72 That authoritarianism is maintained in part by a domestic surveillance system that, in terms of scope and effectiveness, puts ours to shame.73 The FSB, the successor organization to the KGB, has invested in technology that allows it to collect and to store not just metadata but also the content of communications.74 The FSB uses that technology to engage in essentially unchecked surveillance of telephone calls, e-mail traffic, blogs, online bulletin boards, and websites.75 Andrei Soldatov and Irina Borogan, two Russian journalists who put their lives at risk to write about this subject, conclude that over the past two years, thanks to technology, “the Kremlin has transformed Russia into a surveillance state—at a level that would have made the Soviet KGB . . . envious.”76

Of course, Russia is not a liberal democracy, and it certainly should not set any sort of benchmark for America. But even when we compare the United States to other democracies, it becomes apparent how restricted and controlled the surveillance practices of the U.S. government are. As Stuart Baker pointed out in a prepared statement before the U.S. Senate
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Committee on the Judiciary, the Max Planck Institute conducted a study that estimated the number of surveillance orders per 100,000 people in a number of Western countries.\textsuperscript{77} While the figures are not directly comparable given different definitions and methods of counting, the trend lines are starkly revealing.\textsuperscript{78} “[A]n Italian or Dutch citizen is over a hundred times more likely to be wiretapped by his government than an American.”\textsuperscript{79} France, Germany, and Great Britain also conduct domestic surveillance in numbers that dwarf American practices.\textsuperscript{80}

There is thus a great deal of hypocrisy in the criticism emanating from Europe about American surveillance practices. As Baker indicated, some of this is the result of the fact that, thanks to leaks and the fact that the U.S. reveals much of what it is doing in laws that govern intelligence collection, Europeans know a great deal more about American surveillance than they do about their own practices.\textsuperscript{81} The Europeans engage in those practices for precisely the same reason the United States does: not to establish an Orwellian surveillance state, but to gain intelligence about a real and present danger that threatens them even more than it threatens us.\textsuperscript{82}

The critics say the surveillance is not only illegal but also unnecessary.\textsuperscript{83} Yet, actual experience says something else. Admittedly, the public record is somewhat sparse when it comes to linking communications intelligence to actual successful interdiction of terrorist plots.\textsuperscript{84} That sparseness follows in large part from the reluctance of U.S. intelligence agencies to disclose their
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sources and methods.85

The Privacy and Civil Liberties Oversight Board, in its critical 2014 report about bulk collection of data, made a point of stressing that the program was responsible for interdicting only a single case.86 And the subject arrested in that case, the report stresses, was not a violent terrorist but someone who was merely transmitting funds to a terrorist group.87 But downplaying the significance of this case seems inappropriate. It involved providing material support for the Somalia-based Harakat al-Shabaab al-Mujahideen, an Islamic terrorist organization responsible for repeated incidents of mass slaughter in Kenya—this is not an insignificant arrest.88

In any event, the Privacy and Civil Liberties Oversight Board is not the last word on the subject of effectiveness. The National Research Council, responding to a directive from President Obama, issued a study entitled Bulk Collection of Signals Intelligence Technical Options.89 It points to not one, but four cases in which the interception of signals intelligence was critical to apprehending terrorists or intercepting plots.90

Those include, in addition to the al Shabaab case: (1) the case of David Coleman Headley, who was one of the planners of the 2005 Mumbai attack;91 (2) the case of Khaliz Quazzanni, who was arrested in 2010 for providing material support to al Qaeda and was also suspected of plotting to bomb the New York Stock Exchange;92 and (3) the case of Najibullah Zazi, who was arrested in 2009 for planning a suicide bomb attack on the New York City
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There are almost certainly more cases that the world does not know about. Yet, foiling just one terrorist attack holds the potential to save large numbers of lives. The measures taken to interdict terrorist communication deserve applause, not condemnation. The American surveillance state is working pretty well. It is strictly limited in scope and has been effective thus far by the best indicator we have: There has not been a reprise of 9/11.
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